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Web Filtering By Content Type

As Content Type permit or deny, in content by checking according to will permit or deny.
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Firstly, click Web Filtering Management under the Web Filtering menu.

Y Web Filtering Engine

Open Sites for Unregistered Clients

Cached Sites

Speed Limit Sites

Category Management
DNS Filtering

Web Filtering Management
Web Filtering Test Screen

HTTPS Trusted Addresses

Click, in the related area “Add” button according to the processing.




Allowed Addresses

Filtering Type HTTP and HTTPS Filtering v
Match Type Content Type '
Expression application/pdf :

Blocked Addresses - New Record

Filtering Type HTTP and HTTPS Filtering v
Match Type Content Type '
Expression video/* ’

Save
Allowed Addresses Blocked Addresses
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#  Filtering Type Match Type Expression Transactions #  Filtering Type Match Type Expression Transactions

1 HTTP and HTTPS Filtering Content Type application/pdf ﬂn 1 HTTP and HTTPS Filtering Content Type video/* ﬂn

Note: SSL certificates must be installed on clients to use HTTPS filtering.
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