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Summary

Defining new user for Antikor v2 interface usage and how to set the privileges of existing users will be
explained.

Network Topology

Antikor v2
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Configuration

Click the Management Panel Users under the User Management menu.

& User Management

User Roles

Client Groups

Management Panel Users

Username and password is created by clicking the add button.




Management Panel Users - New Record

Status

ID Informations 11111111111 - Antikor Admin =T
Username epati
Password 28000800
Superuser SMS Verification

Authorized Client Groups

Authorized Client Groups
for Filtering

Superuser should be selected if the user is required to have admin privileges. If SMS Verification is defined on
Antikor, SMS Verification can be selected.

In the Authorized Client Groups field, the groups to which the user to be created are authorized can be
selected.(Except of admin user.)

Management Panel Users - Edit Record

Status m]

ID Informations 11111111111 - Antikor Admin x v
Username admin
Superuser SMS Verification

Authorized Client Groups

Authorized Client Groups
for Filtering Users

Guests
Remote Desktop Users

Remote Management Users

System Managed Accounts Group

Schema Admins

Enterprise Admins

Authorities and Roles can be defined for the user that we created on the Administration Panel Users screen.
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Click on Authorities and Roles to define the required authorizations.

Authorities and Roles
Click the Edit Role button for add role.
Click the Edit Authority button for add scope.

Editing / Adding / Viewing authority to the User is done in the Authorization Tree field.

Roles and Authorities

Scope

0.0.0.0/0 =0
Authority Tree [ ] = Hotspot Management -
..... [[] @ Instant Observation
..... ] = Security Settings
..... ] = NAT Configuration
4 [ % Web Filtering Engine
..... [C] ™ Open Web Sites for Unregistered Clients
..... [] ® web sites to be speed limited
..... | Category Management
..... [] ™ Cached Sites
----- [[] = web Filtering Test Screen
----- W B web Filtering Management
----- ] = HTTPS Control Settings
..... [] M Antivirus Settings
..... [] = pmz Management
..... [£] ™ vPN Management
..... D () Routing Management
..... [] B nuarantine and Intrision Netectinn Sustam T

Authorized Client Groups for Filtering can be selected of by clicking the Edit button. Therefore, the user will only
be able to filter in the defined group.




Management Panel Users - Edit Record

Status m

ID Informations 11111111111 - Antikor Admin x v
Username admin
Superuser SMS Verification

Authorized Client Groups
P Users Guests

Authorized Client Groups
for Filtering

Settings made in User Groups can be added in the Group Memberships area.

User password, e-mail address, photo insertion, etc. can be changed of in the Details button.
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Antikor Admin

3

Username : admin

User Informations

Name/Surname : Antikor Admin
Username : admin

email : bilgi@epati.com.tr

Creation Date :

Login IP Address : 10.2.4.17

Login Date : 2019-07-09 10:32:01+03
Last Login IP Address @ 10.2.4.17

Last Login Date : 2019-07-19 11:02:22+03
Login Number : 81

Creator :

We can observe the profile of that user with the Switch User button.
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