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Default IPSec Constants
Phase 1

swap Mode main .

Encryption Algorithm 3des .
Hash Algorithm mds .
Authentication Method Pre-Shared Key o
DHIC U modp768 v
Phase 2
PFS Group modp768 .
Encryption Algorithm 3des .
Authentication Algorithm hmac_mds .
Compression Algorithm deflate .
Phase 1
Field Description
Main: Provides connection using all the options of the Phase 1 settings.
Aggressive: Provides connection using less packages than Main
Swap Mode
mode.
Base: It can be used as an alternative to the Aggressive mode.
Encryption Algorithm Encryption Algorithm should is selected.
Hash Algorithm Hash Algorithm should is selected.
Authentication N .
Authentication Method should is selected.
Method
DH Group DH Group should is selected.

Phase 2




Field Description

PFS Group PFS Group should is selected.

Encryption Algorithm Encryption Algorithm should is selected.

Authentication Algorithm should is

Authentication Algorithm
selected.

Compression Algorithm Deflate should is selected.
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