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Management Panel Access Settings

This shows which IP address(es) are allowed to logon to Antikor NGFW web management interface. If
restricted access option is chooseed then IP address(es) or Network address(es) granted access rights must

be specified.
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DESCRIPTION

The AntiKor2 interface is accessible from any IP address without IP address restriction.

Only the specified IP address (s) or network address (s) can access.

By activating the button, the management panel access logs can be sent to the Syslog
server.

The administration panel should be open if users are to be logged in with the certificate
created. If it is open, no one can access the interface except the users of the
management panel with the certificate.
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IP Address IPvd

FIELD DESCRIPTION

Enter IP address(es) or network address(es) to which access is
IP Address

granted.
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