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Application Security Rules
The page for set the rules for application security.

Click the Add button to enter the new rule.



Field Description

Status The active / passive state of the rule can be specified.

Action
Type

The action to be implemented should be indicated if the application matches the specified
rules. This is action Allow, Block, Warn and Bandwidths Limits.

Protocol Protocol should be selected. This field is active if allow, block, or warn is selected.

Source IP The source IP address to which the rule will be applied must be specified.

Target IP Enter the target IP address.

Applicatio
n Detector

Includes application categories. (WhatsApp, Facebook etc.)

Content
Filter

Deep packet inspection can be done for the selected categories in the Application Detector.
The content that corresponds to the selected category should be written.

Descriptio
n

Enter description.
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