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Log Settings

For all logs on Antikor NGFW, adjustments are made here whether to keep them on the device or not.

Log Settings

Web Access Logs @ Keep on Device Don't Keep On Device
Application Security / IPS Logs ° Keep On Device Don’t Keep On Device
Honeypot Logs ° Keep On Device Don't Keep On Device
Blackhole Logs @ reep on pevice Don't Keep On Device
Http(s) Redirection Logs @ Keep On Device Don't Keep On Device
VPN - SSL VPN Logs ° Keep On Device Don't Keep On Device
VPN - PPTP / L2TP Logs @ reep on pevice Don't Keep On Device
RADIUS Logs @ Keep On Device Don't Keep On Device
VPN - IPsec VPN Logs @ Keep on Device Don't Keep On Device
Firewall - Security Rules Traffic Logs ° Keep On Device Don't Keep On Device
Firewall - DMZ Traffic Logs @ reep on pevice Don't Keep On Device
Firewall - Global NAT Traffic Logs ° Keep On Device Don’t Keep On Device
Firewall - Port Forwarding Traffic Logs ° Keep On Device Don’t Keep On Device
Firewall - Static NAT Traffic Logs @ reep on pevice Don't Keep On Device
Firewall - NAT by Destination Traffic Logs @ Keep On Device Don't Keep On Device
Firewall - Dynamic NAT Traffic Logs @ Keep on Device Don't Keep On Device
Firewall - Antispoof Logs @ reep on pevice Don't Keep On Device
Management Panel Access Traffic Logs @ Keep On Device Don't Keep On Device
DHCP Event Logs @ Keep on Device Don't Keep On Device
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Note: Keep On Deviceis selected by default.
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