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Service Filtering Rules

In HTTP, HTTPS and DNS Control, whether the network traffic is covered by the relevant filtering engine is
determined according to the policies to be defined on this screen. By default, if network traffic does not match
the policies defined below, it will be treated as Unfiltered.
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Order Status Services to be Filtered Source IP Destination IP Description Actions

0 Active HTTP HTTPS DNS (Count:3) LANT LAN2 LAN1.33 {Count:2) 0.0.0.0/0 =/0 Default # Edit m Delete » +
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